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Prevent Healthcare Fraud

You will not need to pay anything
out of pocket to get the vaccine @

COVID-19 VACCINE SCAMS
WHAT YOU NEED TO KNOW
TO AVOID THEM

Mow that the FDA has approved a Coronavirus
Monoclonal Antibody Vaccine, fraudsters have already
started thinking of ways to scam unsuspecting people

out of their money.
Here are some things you need to know.

You cannot pay to get early

during this public health
access to the vaccine.

emergency.

. Mo one from the vaccine distribution site or health
E care payer, like a private insurance company will call
you asking for your Social Security number or your

credit card or bank account information to sign you up |
to get the vaccine.

= Mo one from Medicare or the E You cannot pay to put your
m Health Department will contact name on a list o get the
you vaccine.
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If you get a call, text, email - or even
someone knocking on your doaor - claiming
they can get you early access to the vaccine,
STOP! That's a scam!

Beware of providers offering ~ Check with your health care
other products, treatments, or (gw b, provider before paying for or
medicines to prevent the virus. “O0—07  receiving any COVID-19 related
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IMPOSTER SCAMS

An Imposter Scam 15 when a scammer pretends to be someone you trust n an effort to get
sensitive information or money from you. Popular imposter scams mvolve individuals
pretending to represent government agencies such as the Social Secunty Admimistrabon,

Medicare or the Internal Revenne Service.

Here is what the scams look like and what you need to
know to avoid getting scammed.

Social Security Administration
Imposter Scam

= Tha scam typically starts with
an unsolicited phonea call.

= The scammer says that thay
suspect you of committing
fraudulent activity using your
Social Security Number

= Thay ask you to verify your
number to ensure thay have tha
right person

= Thay threaten to sus, amest and
jail you if you do not cooparata

= Thay alzo threatan to suspand
your Social Security Mumber
and your benefits

CLMTLRS FOR MEMCARL & MIDMCAID SIRVICLS

Meadicare
Imposter Scam

- The scam typically starts with
an unsolicitad phone call.

- The scammear says that
Medicare s replacing your
paper card with a plastic card

= They might say they ars
updating your numbar and will
ba issuing you a new numbear

= Thay ask you to varify your
number to o they can send
you the new card

= Thay tall you your banafits will
ba suspendad if you don't
cooporate

HERE ARE THE FACTS

IRS

Internal Revenus Sarvice
Imposter Scam

- Tha scam typically starts with

an unsolicited phona call.

- Tha scammer says that you

owea the IRS money for unpaid
taxes and fees

- They insist that you must pay

immeadiataly to clear your
account

- They threatan to sus, armast and

jail you if you do not cooparata

- They ask you to pay the monay

with a gift card, wirs transfar or
a money ordar

- These government agencies generally will not make unsolicited calls to your home. Their contact will be by

LS. Mail which will provide you with information yvou neasd to know or contact information. Thay will call your
home if you call them and request a call back.

- Government agencias will not call and threaten you with law suits, armrest or jail time and they will not threaten
to suspand your benafits. If you feal thraatened, the call is probably a scam. Simply hang-up the phona.

- These agencies will not call and ask you for your Medicare or Social Security Numbears. The agencies already
have thiz information and will not nead you to werify it. You should never provide this information over the
phone unless you're surs you talking to a trusted sourcs and they nead the information for legitimate reasons.

- These agencies will not request payments from you by phone and they will not ask you to send thaem money
on a gift card, by wire transfar or a with monay ordar. You should never send monay by any of thesa throa
msthods and never sand monsy to anyons from an unsolicited phonsa call.

The Senior Medicare Patrol (SMP) helps to educate Medicare beneficiaries about ways to prevent, detect, and combat
Medicare fraud. For more information about Medicare fraud, visit the Stop Medicare Fraud website at
www.stopmedicarefraud.org.




